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Qualys Cloud Suite 2.15

We’re excited to tell you about new Qualys AssetView features coming with Qualys Cloud Suite 2.15.

Qualys AssetView

Manage Your Library Templates
Searching by Auth Type Just Got Easier

Qualys Cloud Agent
openSUSE Version 13 Supported

AssetView: Manage Your Library Templates

Whenever you create a new dashboard or widget the first step is to choose a template from our Library, as
shown in the image below. With this release, you have the ability to change how your templates appear in
this view — you can rename templates, update template descriptions, and remove templates from the list.
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Where do | see my templates?

Go to the new Templates section to see the dashboard and widget templates in your account, including
templates provided by the service and those created by users.
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What actions can | take?

Edit a template to give it a new name or to update the template description visible in the Library. You can
also delete a template in order to remove it from the Library.
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Which templates can | change or delete?

You can take action on any template that you created. If you’re a Manager (user with full permissions and
scopes) you can also take action on templates created by other users. You cannot edit or delete System
templates.

Qualys Cloud Suite Release Notes 2



AssetView: Searching by Auth Type Just Got Easier

Now when you search for assets by vulnerability authentication type you can simply choose from a list of
values that we provide. This way you can be sure your query is set up correctly.
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April 12, 2016 Groovy Tag for.

Qualys Cloud Suite Release Notes



Cloud Agent: openSUSE Version 13 Supported

You can now install cloud agents on hosts running openSUSE version 13. openSUSE version 12 is
already supported.

Get Started With Qualys Cloud Agent o

What do | need to know?

A few things to know before you install agents on hosts within your network.
Cloud Agent Requirements:

These are the requirements foar installing agents on your hosts.

e Your hosts must be able to reach the Qualys Cloud Platform or the Qualys Private Cloud Platform over HTTPS port 443.

o We support:
Windows Windows XP SP3 and above
[exe) Windows Server Editions
Red Hat Linux 5 and abaove
Cent0S5 5.11 and above
Linux Fedora
(.rpm}) opensUSE12 13
SUSE 11,12
Amazon Linux 2015.09 and above
Linux Debian7, 8
(.deb) Ubuntu 12, 14, 15
Mac 03 X Yosemite (version 10.10)
(.pka) 083 X El Capitan (version 10.11)
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